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• Document title: Event Webhook (HTTP Push API) 1.7 

• Author: J. Hendriks 

• Version: 1.7 

• Date: 06 May 2021 

Version Date By Reason 

1.7 20210506 J. Hendriks • Support for analog sensors (4-20 mA and 
0-10V input modules) added. 

o Event 12 (analog) added. 
o Unit optional parameter added. 
o Decimals optional parameter 

added. 
• Information about requesting changes and 

Enterprise accounts is updated. 

1.7 20201118 

 

J. Hendriks • DeviceSN parameter added. 

o DeviceID marked as deprecated 
(will be removed in version 2.0). 

• APSN parameter added. 

o APID marked as deprecated (will be 
removed in version 2.0). 

• BaseSN optional parameter added. 
• AssetSN optional parameter added. 

The basic API pushes events via a HTTP GET or secure HTTPS GET webpage with the following 

parameters: 

Parameter Type Data Format Description 

DT_Event DateTime  
 

yyyy-mm-ddThh:mi:ssZ   
e.g. “2013-12-
31T15:21:32Z” 

Event time stamp in UTC Time 
in ISO8601 format. For stored 
events, the time will be in the 

past. 

DeviceID Int32 Decimal 

e.g. “269438186” 

DEPCRECATED 

The Device identification (= 
Decimal conversion of the first 4 

bytes of the serial number, 
10:0F:4C:EA:AA 269438186).  

DeviceSN String String  
e.g. “100FAABBCC” or 
“3FFFAABB” 

The Device serial number, 
without colons. 

https://www.rva.nl/alle-geaccrediteerden/?search=senseanywhere&sort=ASC;rva_Accrnr&page=1.


 

Event Webhook (HTTP Push API) 1.7 

  

SA Classification: confidential 

Parameter Type Data Format Description 

APID Int32 Decimal 
e.g. “1527231793” 

DEPRECATED 
The AccessPoint id (= Decimal 
conversion of the first 4 bytes of 

the serial number, 
5B:07:B5:31:CC  

1527231793). 

APSN String String 

e.g. “5B07AABBCC” 

The AccessPoint serial number, 

without colons. 

Event Byte 

 

Decimal 

e.g. “8” 

The type of event that occurred, 

see Table 1. 

Param1 Int32 Decimal 

e.g.”123” 

First parameter of the Event, 

see Table 1. 

Param2 Int32 Decimal 

e.g.”123” 

Second parameter of the Event, 

see Table 1. 

RF Int16 
 

 

Decimal 
e.g. ”-605” 
 

Optional parameter indicating 
the field strength in 0.1 dBm (-
605 -> -60.5 dBm) of the 

previous received message. 

Flags Byte Decimal 
e.g. “5” 

Optional encoded byte 
representing the state of the 

sensor when the event was 
generated. See Table 2, defining 
the meaning of this value. 

BaseSN String String 
e.g. “100FAABBCC” 

Connected AiroX (-43) serial 
number, without colons. 

Optional parameter, only 
included if the event originates 

from an external module (like 
Pt100). 

AssetSN String String  
e.g. “0800AABBCC” 

AssetTag serial number, without 
colons. Optional parameter, 
indicating to which AssetTag the 

sensor was coupled. 

Unit String String 

e.g. “mA”, “V” or “bar” 

Optional parameter only 

included if the Event is 12 
(analog). Represents the chosen 

unit used to convert the analog 
input. See Table 1. 

Decimals Byte Decimal 
e.g. “2” 

Optional parameter only 
included if the Event is 12 
(analog). Represents the 

number of decimals of the 
converted value. Possible 

values: [0, 1, 2, 3]. See Table 
1. 
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Example: 

https://www.yourwebsite.com/yournotifyPage?DT_Event=2013-12-31T15:21:32Z 

&DeviceID=1234&DeviceSN=ABCD&APID=4567&APSN=ABCD&Event=9&Param1=1&Param2=2

&RF=-605&Flags=5&AssetSN=ABCD 

Please note: the colons ‘:’ in the time will be encoded as ‘%3a’ 
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The following table lists the defined events: 

Event Event Type Description 

0 PING 
 

  

Ping message to indicate the Sensor is alive. This 

interval is pre-programmed and as default is defined 
as: 

5 minutes when the device is in motion (Start) 
5 minutes when the device is not in motion (Stop) 
Note: When a timer event (e.g. Temp interval) has 

the same or smaller interval the PING events will not 
take place 

1 Reserved  

2 Reserved  

3 Start 
 

The motion sensor has detected a motion. The pre-
programmed threshold has been exceeded 

Optional parameter RF 
Optional parameter Flags 

4 
 

  

Stop 
 

 

No motion has been detected for a period. This 
debounce period is preprogramed and as default is 

defined as 5 minutes. 
When you have too many start and stop events 
during normal operation the period can be extended 

or the sensitivity can be reduced 
Optional parameter RF 

Optional parameter Flags 

5 Reserved 

 

 

6 Reserved  

7 Tamper / Ext. 
contact open 
 

Model 20-xx-20: The magnet in the holder of the 
sensor does not longer activate the internal tamper 
switch: The Sensor has just been removed from the 

holder 
Model 20-xx-41: The external contact has been 

opened 
Optional parameter RF 

Optional parameter Flags 

8 Tamper / Ext. 
contact closed 

 

Model 20-xx-20: The magnet in the holder of the 
sensor activated the internal tamper switch: The 

Sensor has just been placed in the holder 
Model 20-xx-41: The external contact has been 

closed 
Optional parameter RF 

Optional parameter Flags 

9 Airo 
 

A temperature / humidity measurement: 
Param1 = humidity in 0.1% (583 -> 58.3%) (0 in 

case of temp-only sensor) 
Param2 = temperature in 0.01 °C (2445 -> 

24.45 °C) 
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Event Event Type Description 

Optional parameter RF 
Optional parameter Flags 

10 Status 
 

Status message to indicate the RF field strength and 
the battery voltage. This interval is pre-programmed 
and as default is ~12 hours. 

Param1 = RF field strength in 0.1 dBm (-605 -> -
60.5 dBm) 

Param2 = Voltage in 0.1 V (30 -> 3.0 V) 
In case an AccessPoint reports a status (each ~10 
min) the DeviceSN and APSN are the same and 

param1 = 0 and param2 = 0 
Optional parameter RF (same as Param1) 

11 CO2 A CO2 measurement: 
Param1 = CO2 level in PPM (400 -> 400 ppm) 

Optional parameter RF 
Optional parameter Flags 

12 Analog Analog measurements, transmitted by, for example, 
the 4-20 mA and 0-10V input modules. 
Param1 = 0 

Param2 = Converted value based on the configured 
analog unit. A value of 12000 needs to be 

interpreted based on the “Unit” and “Decimals” 
parameters. If the unit reads “mA” and the decimals 
equals 3, this means 12000 represents 12.000 mA. 

In case Param2 would read 45, the unit reads “bar” 
and the decimals equals 1, the measurement 

represents 4.5 bar. 
 
The following default values are to be expected 

without additional configuration: 

Model Name Unit Decimals 

01-01-80 4-20mA 
Input 

Module 

mA 3 

01-01-90 0-10V 

Input 
Module 

V 3 

 
 

Table 1 Event Types 
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The encoded event flags are included in the messages, when available. It is a three-bit 

encoded value, in decimal form (range [0, 7]).  

Bit 2 Bit 1 Bit 0 

Contact Reserved Interval 1 

Table 2 Event Flags 

The “Contact” bit encodes the reed/external contact/PIR, this depends on the type of device. A 

value of 0 encodes closed/PIR inactive, a value of 1 encodes open/PIR active. 

Bit 1 is reserved, and should be ignored. 

The “Interval 1” bit encodes motion, where 1 encodes “in motion” and 0 “not in motion”. 

The following parameters have been marked as deprecated, meaning they will be removed 

when the first new major version (2.0) will be released. These parameters are still included in 

the current version; however, it would be a good idea to update your webhook consumer to 

support removal of any deprecated parameters: 

• DeviceID 

• APID 
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The reply from the web service will be monitored. When 200 (OK) is received the message will 

be considered to be passed on successfully. 

Any other reply will cause the message to be stored and a retransmission attempt will take 

place at regular intervals.  

Messages will be placed in a dedicated queue per API customer. These queues are real-time 

redundant and hence very reliable. Our Push API currently supports around 400 outgoing 

messages per second. 

If your services are temporarily down, the messages will be stored in the queue and 

retransmission will be retried automatically. 

In SAClient under VAR/API Management you can see statistics of your queue. 

IMPORTANT: Messages will automatically be removed (data lost forever) after 7 days.  
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Before activating the Event Webhook (Push API), be sure you are informed about the different 

subscriptions and services offered by SenseAnywhere. You can find more information under 

SAClient > Help > Subscriptions or ask your reseller for more information. 

To activate the Event Webhook, we need an SAClient Super Admin user to fill in the following 

data below and copy/paste it in the SAClient > Help > Feedback form. In case your account is 

an Enterprise* account, make sure the activation request is submitted by an Enterprise Admin 

user. ATTENTION: Only a Super Admin (or Enterprise Admin) can apply for the Event 

Webhook, all other requests will be denied. Please note that it can take up to 24 hours for the 

Event Webhook to be activated. 

 

EVENT WEBHOOK REQUEST 

1. URL of Event Webhook (example: https://www.yourwebsite.com/api): 

_____________________________________ 

0 This is a new URL 

0 This URL is a replacement for an existing URL 

2. Subscription type (tick the appropriate box): 

0 Standard + API (1 Credit+0.2 Credit yearly per logger) 

0 Pro + API (1.5 Credit+0.2 Credit yearly per logger) 

0 Enterprise* (2 Credits yearly per logger, API included) 

0 Enterprise* (account is already Enterprise, no upgrade required) 

3. As per date: 

YYYY-MM-DD 

4. I authorize SenseAnywhere to update the subscription and/or Event Webhook on the given 

date (sign with your name): 

_____________________________________ 
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IMPORTANT: When changing the URL of the webhook, make sure to keep the old URL online 

and available as well. After you have confirmed messages are being received on the new 

endpoint and no messages are received on the old one, the old endpoint can be turned off.  

To change the Event Webhook URL, we need an SAClient Super Admin user to fill in the 

following data above and copy/paste it in the SAClient > Help > Feedback form. In case your 

account is an Enterprise* account, make sure the activation request is submitted by an 

Enterprise Admin user. ATTENTION: Only a Super Admin (or Enterprise Admin) can apply for 

the Event Webhook URL change, all other requests will be denied. 

The Event Webhook is part of the Enterprise subscription and can optionally be enabled. Please 

note that the following limitations apply for Enterprise accounts: 

- The Event Webhook will be enabled for all divisions, however, it will be possible to 

disable the webhook on a per-division basis. 

o In case the data of a new division is not received on your Event Webhook, 

please contact SenseAnywhere using the Feedback form. 

- The Event Webhook can only support one URL for the whole Enterprise, this means it is 

not possible to define different URLs per division. 

- Only one URL can be configured per account, this means that if you want to support 

multiple Event Webhooks (like a testing and production environment), you need to build 

this on your end. 

After the IP of your endpoint changed and you see no incoming data, please fill in the Feedback 

form under SAClient > Help > Feedback. Please include as much details as possible, did you 

change something just before issues started to become apparent? Do you still receive some 

events, or nothing at all? At what time did the issues start to appear? By providing as much 

information as possible, we can provide better support. 
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